# Privacy e sicurezza dati

# Premessa

La Legge n. 675/96 in materia di tutela dei dati personali, con le sue successive disposizioni modificative, a partire dal 01/01/2004 è stata sostituita dal “Codice in materia di protezione dei dati personali”, introdotto con il D.Lgs. n. 196 del 30/06/2003.

In data 4 Maggio 2016 è stato ufficialmente pubblicato in Gazzetta Europea il nuovo Regolamento Europeo sulla Privacy 2016/679, entrato in vigore il 24 maggio 2016, che prevede anche per l’Italia di adeguarsi, entro il 24 Maggio 2018, a nuove regole ed impostazioni in ambito privacy.

La principale novità introdotta dal regolamento è il principio di "responsabilizzazione" (cd. accountability), che attribuisce direttamente ai titolari del trattamento il compito di assicurare, ed essere in grado di comprovare, il rispetto dei principi applicabili al trattamento dei dati personali.

# Incarico

L'Ordine degli Ingegneri di Como intende affidare l’esecuzione di un progetto finalizzato all’adeguamento delle misure minime di sicurezza previste dalla normativa sulla privacy.

# Oggetto del servizio

Ai fini dell’efficace svolgimento del servizio sarà necessario sviluppare un progetto che definisca le metodologie e gli strumenti per ottemperare a quanto previsto dalla normativa vigente, ovvero:

1. Rilevazione dello scenario di riferimento;
2. Identificazione degli interessati, delle banche dati e dei trattamenti svolti e l'istituzione del Registro delle attività di trattamento;
3. Risk assessment: analisi dei rischi in funzione delle modalità di custodia e controllo dei dati e redazione della Valutazione d'impatto sulla protezione dei dati;
4. Individuazione delle misure di sicurezza adottate e controllo della loro corretta implementazione;
5. Verifica delle condizioni per la designazione del Responsabile della protezione dei dati (DPO);
6. Redazione/controllo delle lettere di incarico per i responsabili, gli incaricati, delle informative per gli interessati e relativo modulo di consenso ove necessario;
7. Redazione/controllo lettere di nomina per i responsabili dell'area informatica
8. Indicazione delle attività per l'adeguamento al Provvedimento del Garante in merito all'''Amministratore di Sistema";
9. Controllo di conformità ed adeguamento alla privacy dei siti internet aziendali, di app o di altri software, delle newsletter aziendali;
10. Valutazione adempimenti in ambito videosorveglianza come da Provvedimento del Garante;
11. Predisposizione Documento sulla Privacy aziendale ai sensi del principio di "Accountability";
12. Predisposizione bozza di Disciplinare per l'utilizzo degli strumenti informatici di internet e della posta elettronica da parte dei dipendenti.
13. Definizione o aggiornamento procedure per rilevare e gestire incidenti di sicurezza sui dati

Inoltre viene richiesto in forma continuativa:

1. Un audit periodico (almeno annuale) presso la nostra struttura che preveda la revisione ed aggiornamento periodico del Documento sulla Privacy aziendale;
2. Assistenza continua ed aggiornamento sulle linee guida e codici delle autorità di controllo;

# Contenuti offerta

* Approccio metodologico, fasi e strumenti;
* Organizzazione del team di lavoro e modalità di comunicazione
* Responsabilità
* Proprietà della documentazione di progetto

Alla Offerta Tecnica dovranno essere allegati i Curriculum Vitae delle risorse che si intendono impegnare nel team di lavoro che costituiranno elemento di valutazione.

Sarà ritenuto necessario per almeno una risorsa impiegata essere:

* stato certificato "Consulente Privacy e Privacy Officer" da Ente accreditatore
* Lead Auditor di sistemi di gestione per la sicurezza delle informazioni ISO 27001: 2014